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Security has become a critical 
enabler as organisations 
across the world transform 
through digital. There has been 
a dramatic shift in the way we 
work, how we work, and where 
we work, with business leaders 
beginning to fully embrace  
the mobile worker and  
cloud-based strategies. 

Business outcomes  
are tied to security 
Security remains a continuous and valid 
concern as businesses adapt to the 
‘new normal’ and recognise the threat 
landscape is continuously changing. 

IT and Security Professionals are 
challenged with how to enable business 
transformation, while minimising risk.

We commonly hear three priority 
questions from security professionals: 

1. How do I secure an increasing number 
of remote workers, the data and 
assets they connect to and share, the 
applications they use, and the channels 
they use to communicate without 
hindering productivity? 

2. How do I connect my offices – 
branches and headquarters (HQ) –  
to the cloud, without sacrificing 
security, as well as network flexibility 
and speed?  

3. I have limited security manpower. 
How can I maximise their impact and 
effectiveness against an increasing 
number of threats and vulnerabilities? 

How NTT Ltd. and Palo Alto 
Networks can help
Together, we have created a secure 
access ecosystem and modernised 
security operations solution that  
delivers comprehensive and  
automated security solutions  
across head offices, branches  
and mobile workers, in line with  
your business objectives.

Our solution brings together:

• NTT Ltd.’s intelligence-driven  
security services and secure  
by design approach.

• Palo Alto Networks 
industry-leading technology.

• A combined pool of global  
security experts.

We’ve created a secure access ecosystem that delivers 
comprehensive, automated security across head offices, 
branches and remote workers.

Together, we enable a secure  
and connected future 

Data sheet

Complexities faced by IT and 
security professionals
• 79% of organisations are planning for 

increased remote working to some 
extent, with the majority (51%) being 
highly committed to the approach.* 

• Nearly five in six organisations (83%) 
completely re-thought their IT security 
to accommodate new ways of working 
brought about by the pandemic, 
according to recent research.**

• NTT’s Global Threat Intelligence Report 
2021 found that more than 67% of all 
cyber attacks were remote access: 
either web-application (32%)  
or application specific (35%).

• Protecting cloud services is the top 
cybersecurity focus for the next 18 
months.***

*  Making the Future of Work Cyber-Secure  
and Sustainable whitepaper

** NTT 2020 Intelligent Workplace Report

*** Global Threat Intelligence Report 2021
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How it all comes together
Together, NTT Ltd. and Palo Alto Networks have created a secure access ecosystem delivers the following: 

Priority area Desired outcomes How it comes together

Intelligent Workplace
(Secure Employee) 

Security for the remote worker, including 
access to applications and data from  
any location. 

NTT Ltd.’s Security Consulting Services

+ 

NTT Ltd.’s Managed Security Services

+ 

Palo Alto Networks

Strata | Prisma | Cortex 

Intelligent Infrastructure
(Secure Branch)

Secure connection between branch,  
head office, the internet, and the cloud. 

Intelligent Cybersecurity 
(Secure Operations)

A more efficient, automated, and intelligence-
driven security operations center.

More than 2,000 
security specialists

62,000 customers  
in 150+ countries 

Cross-technology architectures  
to ensure clients are secure  
by design

NTT Gartner networking

7 Global R&D Centers

85 of the Fortune 500 and  
63% of the Global 2000 rely  
on Palo Alto Networks 

More than 9.5TB of  
security data analysed daily

Ranked a leader in  
Gartner Magic Quadrant  
for Enterprise Network  

More than USD 100 million  
invested in cybersecurity  
R&D and innovation

Experienced team  
of more than 5,100  
employees worldwide

About NTT Ltd. 

About Palo Alto Networks  

NTT and Palo Alto Networks Secure Access Ecosystem

Prisma Access

Branch

Branch

HQ

Users

Security as-a-service

Firewall as- a- service

DNS Security

Threat Prevention

Secure Web GW

Data Leakage

Network as-a-service

IPSEC VPN

SD- WAN

Quality of Service

Public
cloudInternet SaaS Strata

Prisma SaaS

Data Lake

Managed Security Services

Threat
Detection

Enterprise Security 
Monitoring

Security Device 
Management

Vulnerability 
Management

Datacenter

Client Environment

Security Consulting Services

NTT Ltd. and Palo Alto Networks Secure Access Ecosystem



data sheet | NTT Ltd. and Palo Alto Networks 

hello.global.ntt4 | © Copyright NTT Ltd.

NTT and Palo Alto Network can provide your business enterprise grade  
security for a secure branch, user and network through the below solution 
bundle offerings.

Use Case Subscription

Solution Sets

Strata (Machine-
Learning based 
Next Generation 
Firewalls)

Prisma  
(Secure Access)

Cortex (Extended 
Detection and 
Response)

Web Security

Advanced URL 
FIltering (AURL-F)

DNS Security

Network Security

Threat Prevention 
(TP)

Wildfire (WF)

Extended Detection 
& Response

XDR Prevent

SD-WAN SD-WAN

Advanced 
Segmentation

IoT Security (DRDL)

CASB at the branch SaaS Security Inline

*

*

**

*

*

From keeping your employees secure to protecting your 
business operations, we've got a solution bundle that'll 
suit your organisation.

So what solution bundle suits you?  
Take our assessment

Available as an add-on*

https://hello.global.ntt/en-us/campaigns/ntt-and-palo-alto-networks

